First the User will be propted to log on to the wireless network with their domain credentials.
Then they will receive the followiing pop-up:

Windows Security Alert ﬁ

The connection attempt could not be completed

The Credentials provided by the server could not be validated. We recommend
that you terminate the connection and contact your administrator with the
information provided in the details. You may still connect but daing so exposes
you to security risk by a possible rogue server,

E] Details Terminate ] [ Connect

If the user chooses details then more information is available from the pop-up.

| ' The connection attempt could not be completed

The Credentials provided by the server could not be validated. We recommend
i that you terminate the connection and contact your administrator with the

information provided in the details. You may still connect but doing so exposes
you to security risk by a possible rogue server.

Details
Radius Server: riemannr 1.uwyo.edu -
Root CA: GlaobalSign Roaot CA

The server riemannr 1.uwyo.edu” presented a valid certificate issued by
"GlobalSign Root CA™, but "GlobalSign Root CA” is not configured as a

valid trust anchor for this profile, Further, the server

“riemannr 1.uwyo.edu” is not configured as a valid MPS server to connect

to for this profile, hd

Details Terminate ] [ Connect

The Root CA: will either be GlobalSign or Equifax. The Radius Server: will either be riemannrl or
riemannr3. If the user chooses connect the new certificate will be accepted, they will again be
prompted for their domain credentials and will connect normally.



